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Fortanix delivers the first next-gen HSM built on Intel® SGX Confidential Computing, protecting sensitive data at-

rest, in-transit, and in-use. Designed for federal agencies, it meets today’s compliance mandates while preparing 

for tomorrow’s post-quantum and AI-driven threats. 

Fortanix Data Security Manager™ centralizes key management and secures data across on-premises, cloud, and 

hybrid environments. From encryption for storage, VMs, and applications to tokenization and post-quantum 

readiness, Fortanix safeguards critical assets without sacrificing usability or scalability.  

Built to exceed cybersecurity mandates – including EO 14028, EO 14144, and NIST standards – Fortanix delivers 

the HSM of the future, today. More than a key manager, Fortanix DSM is a full platform for Zero Trust, hybrid 

and multi-cloud, and the evolving demands of Confidential AI and Post-Quantum Cryptography. 

 

Fortanix Data Security Manager Bundle Offer 

 

 

To receive pricing and/or to schedule an overview reach out to:  
fortanix@carahsoft.com or call (703) 871 8548 

3 Appliances 15 Application Credits Premium Support Quick Start 

• FX 2200 Series II 
Hardware 
Appliance 
(Specialty Fiber or 
Copper) 
 

• FIPS140-2 Level 3 
Certified HSM 

• DSM Single Credit: 
Includes 1 credit in 
DSM 

• 1 Year 24x7 
Premium support, 
per Data Security 
Manager License 
 

• Includes advanced 
replacement, next 
business day 
shipment 

• ON PREM One-time 
Quick Start pack – 
delivered remotely 
 

• Applicable for ON 
PREM appliance/VM 
deployment 
 

• Maximum 5 nodes 
and one DSM use-
case 
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