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==
Q\Tf) Key Features

Data Availability Data Security Compliance and data governance Security
Ransomware recovery » Federated search across all backup Customer-only access to customer
from isolated immutable data data

backup * User-centric legal hold « 256-bit AES encryption for data at
* Automated and proactive rest

compliance monitoring for HIPAA, TLS 1.2 encryption for data in
GDPR transit
* No key management required

* Built in Managed Data Detection
and Response (MDDR)

* Anomaly detection

Proactively monitor & » Orchestrated Cyber Recovery

remediate violations « Certs: SOC-2 Type Il, HIPAA,

Privacy Shield

.

Protect data with reliable
backup & rapid recovery

Accelerated Privacy Compliance
eDiscovery

Proactive collection,
legal hold, pre-culling,
admissible data

Data Protection for Endpoints
(standard) 100 3 Years 50GB (shared pool) $16’500
Data Protection for Endpoints
) 100 3 Years 50GB (shared pool) SZO’OOO

These Dell Data Protection for Endpoints and M365 are pre-configured solutions allowing customers to start small and grow on
demand by serving as a building block to meet changing mission needs. Please review the specifications and reach out to your
strategic partner or Dell Technologies account team if there are any further questions. All solutions have been designed with the
following capabilities:

*AWS GovCloud target

*Compliance
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