QuickStart Service for Prisma Access

Fast-track your Prisma Access deployment to deliver rock-solid security to remote networks and mobile users

Palo Alto Networks offers the QuickStart Service for Prisma™ Access to ramp up your implementation and align it with best practices. Our experts will guide you through the design and deployment of Prisma Access in your environment to safely enable remote networks and mobile users in the cloud.

Benefits

Once the service is conducted, you’ll have:

- Protection for your mobile users and branch offices.
- Custom implementation and configuration of Prisma Access aligned with best practices.
- Consistent security controls across all locations and users.
- A detailed report of key milestones and next steps.
- Operational knowledge to keep your configuration up to date and aligned for growth.

You need to protect your mobile users and branch offices everywhere. Prisma Access is a generational leap forward in cloud-delivered security, bringing scale and simplicity to protection against successful cyberattacks. Proper deployment is best achieved with experienced experts to guide the way. The QuickStart Service for Prisma Access expedites onboarding activities and shortens your time to value while following best practices.

How It Works

The service is delivered in four steps:

1. **Installation**: This includes the activation of Cortex™ Data Lake and Prisma Access along with the installation of the cloud services plugin.

2. **Configuration**: Next is proper configuration of Prisma Access, including two service connections, four remote networks, mobile user onboarding, and 10 security policies. We will also build the applicable IPsec tunnels as well as modify GlobalProtect™ app behavior, gateway routes, and access. The GlobalProtect app will be configured for pilot testing.

3. **Validation**: Once the configuration is complete, we’ll work with you to validate routing as well as perform a configuration assessment and security posture review. This includes a review of your Prisma Access and Cortex Data Lake configurations, a review of your logs and traffic flows, verified access to User-ID™ technology, and application of any configuration changes based on documented best practices.

4. **Handover and review**: Once the implementation is complete, we’ll train your team on administration and operations best practices. We’ll also review findings from the assessment and security posture review and recommend next steps.

To order the QuickStart Service for Prisma Access, please contact your local Palo Alto Networks partner or sales representative.