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Thank you for downloading this Broadcom case study. Carahsoft is the distributor for
Broadcom Cybersecurity solutions available via ‘Educational Software Solutions and
Services — OMNIA Partners, Public Sector’, ‘Cobb County GA Technology Products, Solutions
and Related Services — OMNIA Partners, Public Sector,” ‘Texas DIR-TSO04288,’and other
contract vehicles.

To learn how to take the next step toward acquiring Broadcom’s solutions, please check out
the following resources and information:

For additional resources: For upcoming events:
carah.io/BroadcomResources carah.io/BroadcomEvents

For additional Broadcom For additional Cybersecurity solutions:
solutions: carah.io/CybersecuritySolutions

carah.io/BroadcomSolutions

To purchase, check out the contract
To set up a meeting: vehicles available for procurement:

Broadcom@carahsoft.com carah.io/BroadcomContracts
571-662-3260

For more information, contact Carahsoft or our reseller partners:

Broadcom@carahsoft.com | 571-662-3260



https://www.carah.io/broadcomresources
https://www.carah.io/BroadcomSolutions
https://www.carah.io/BroadcomEvents
https://www.carah.io/CybersecuritySolutions
https://www.carah.io/BroadcomContracts
mailto:Broadcom@carahsoft.com
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US Navy SMIT Enterprise Contract

Portfolio License Agreement for Broadcom/Symantec

Security Products

Unlimited Deployment of
Key Security Products

Endpoint Security

Symantec Endpoint Security
Complete (SES-C)

Data Center Security — Server
Advanced

Symantec Protection Engine (SPE)
Endpoint Encryption Products

IT Management Suite

Ghost Solution Suite

Network Security

Secure Web Gateway Appliances
Cloud Secure Web Gateway
Management Center Appliance or
Virtual Appliance

Content and Malware Analysis
Messaging Gateway Appliance or
Virtual Appliance

Web Isolation

Email Security.cloud

Intelligent Services

SSL Visibility Appliance

Zero Trust Network Access Security
Analytics

Contract Extension

The US Navy SMIT Enterprise contract covers
essential Broadcom Endpoint and Network
Security solutions, as detailed above. To
explore options to add information security
and identity security, or efficiency solutions
including ValueOps, DevOps, AlOps, and
Automation, please contact your Broadcom
Account Representative.

Portfolio License Agreement for Broadcom/Symantec
Security Products

* Unlimited deployment of covered products on premises, hybrid, or in cloud

Training and User Education includes self-paced elLearning library and
instructor-led virtual classroom and lab training

Add new products or NGEN users at no cost

Business-critical support, with option for a dedicated support engineer

Five-year contract (1 Oct. 2021—30 Sept. 2029) plus three option years;

monthly payment schedule

Project Management Interlock provides feedback directly to product
managers, access to beta software, and input to roadmaps

Customer Success Manager offers assistance with registration, adoption, and

project management

Key Contacts

Leidos Prime Contractor Contact
Tom Blaney
Thomas.K.Blaney@leidos.com
972-837-0611 (CT)

Broadcom Licensing Contact
David Kong
David.Kong@broadcom.com
918-519-5762 (ET)

Scan for electronic access to descriptions,
data sheets, and videos of covered products.

Customer Success Manager Technical
Support (Site ID 69997)

Regina Simpkins
Regina.Simpkins@broadcom.com
https://support.broadcom.com/ contact-
support.html

615-318-0250 (ET)

800.225.5224

Carahsoft’'s Broadcom Team
BroadcomFED@Carahsoft.com
Avery.Reynolds@Carahsoft.com
BroadcomMarketing@Carahsoft.com
571-662-3260 (ET)



https://software.broadcom.com/bsg-fed-solutions#Information_Security
https://software.broadcom.com/bsg-fed-solutions#Identity_Security
https://software.broadcom.com/bsg-fed-solutions#ValueOps_Scurity
https://software.broadcom.com/bsg-fed-solutions#AIOps_Security

Endpoint Security

Symantec Endpoint
Security Complete

Data Center Security —
Server Advanced

Symantec Protection
Engine

Endpoint Encryption
Products

IT Management Suite

Ghost Solution Suite

US Navy SMIT Enterprise Contract

Single agent providing comprehensive, multi-layered detection and prevention across worksta-
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tions, mobile devices, and Active Directory. \/ l =
Battle-tested system hardening technology blocks advanced and zero-day threats across more / . >
than 60 current and legacy OS. -
Enforcement of network-layer Zero Trust to protect files and URLs regardless of platform. / l >
Full-disk data encryption for Windows, Mac, and UNIX OS, to secure data at rest, in motion and l >
in use across multiple use cases. . =
Visibility needed to secure, deploy, patch, and remediate local or remote endpoints across com- . l >
monly used operating systems and applications.

Industry leading solution for deploying and managing desktops, laptops, tablets, and servers. @ . =

Network Security

Secure Web Gateway
Appliances

Cloud Firewall Service

Content and Malware
Analysis

Messaging Gateway
Appliance or Virtual
Appliance

Web Isolation
Email Security.cloud

Intelligent Services

SSL Visibility Appli-
ance

Secure Access Cloud

Security Analytics

Zero-trust security stops network traffic for assembly, inspection, and authentication and

“deny by default” filtering of web and URL content. \/ l =
Manage non-web internet traffic in the cloud for all users, regardless of where they are / l >
located. Ensure consistent policies are applied and provide easy-to-access, centralized -
visibility and reporting on internet use.

Multi-layer threat protection at the Gateway, blocks, inspects, and detonates malicious / l >
payloads. =
The most advanced email security defense in the industry, with on-premises, hybrid, and

cloud deployment models. v [ | >
Executes web sessions safely away from the endpoints; can complement CBIl by securing

any areas of mission-critical traffic that need isolation. [ ) l =
Safeguards cloud and on-premises email against spear phishing, ransomware, and Business

Email Compromise. [ ) l =
Real-time web content protection, security categorization, and application control, for

customized, policy-based risk management. o l =
Visibility and control over encrypted traffic, to ensure compliance with privacy, regulatory

and acceptable-use policies. () l =
Creates a software-defined perimeter between users and agency applications to secure ® l >
any device or location. =
Full-pack capture for inspection, visibility, faster forensics, and anomaly detection on all ®

on-premises or cloud traffic.

/Currently deployed by USN
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. Available for deployment under contract

=> Product Video

l Product Data Sheet

For product information and a complete list of distributors, visit our website at: broadcom.com
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https://docs.broadcom.com/doc/endpoint-security-en
https://www.youtube.com/watch?v=zOQJ3otsLHM
https://docs.broadcom.com/doc/data-center-security-server-advanced-ds-6.7-en
https://www.youtube.com/watch?v=g-dXPu8ncYM
https://docs.broadcom.com/doc/protection-engine-for-cloud-services-en
https://www.youtube.com/watch?v=BTzCTayy6po
https://www.youtube.com/watch?v=ACNhZQexDKY
https://docs.broadcom.com/doc/cloud-workload-protection-en
https://www.youtube.com/watch?v=v-Gk0QzztgI
https://www.youtube.com/watch?v=v-Gk0QzztgI
https://www.youtube.com/watch?v=5wegsW12z7k
https://docs.broadcom.com/doc/ghost-solutions-suite-en
https://www.youtube.com/watch?v=gt3tKypXyOo
https://docs.broadcom.com/doc/secure-web-gateway-appliances
https://www.youtube.com/watch?v=D_aLjpYqrcM
https://docs.broadcom.com/doc/web-security-service-at-a-glance-en
https://www.youtube.com/watch?v=RkwQ4o-SXwY
https://www.youtube.com/watch?v=RkwQ4o-SXwY
https://docs.broadcom.com/docs/content-analysis-pb
https://www.youtube.com/watch?v=tiTszmTFYNs
https://docs.broadcom.com/doc/why-upgrade-to-the-new-security-analytics
https://www.youtube.com/watch?v=1p_hp7xxVi8
https://www.youtube.com/watch?v=1p_hp7xxVi8
https://www.youtube.com/watch?v=yUgG5U-W3Y4
https://docs.broadcom.com/docs/email-security-cloud-en
https://www.youtube.com/watch?v=kteb3eOQ5PM
https://docs.broadcom.com/docs/intelligence-services-en?__hstc=&__hssc=&hsCtaTracking=eb434b12-9089-4a50-8a86-8ba36070ebbb%7Ca32890a9-8bf3-4e7e-b1b9-d26e8237d6f4
https://www.youtube.com/watch?v=scGlGFbiiys
https://docs.broadcom.com/docs/secure-access-cloud-en
https://www.youtube.com/watch?v=OaIhAF8Zbdc
https://docs.broadcom.com/doc/why-upgrade-to-the-new-security-analytics
https://www.youtube.com/watch?v=AusDDxLUfc4
https://docs.broadcom.com/docs/content-analysis-pb
https://www.youtube.com/watch?v=OaIhAF8Zbdc



