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For more information, contact Carahsoft or our reseller partners: 
wickr@carahsoft.com | (866)-421-4683    



Communication without Compromise

With Wickr, all user data is encrypted on the sender’s device and only the recipient can access it. Nobody 
else has the keys to decrypt your conversations or documents, including Wickr. Your communications are 

not stored on a server and you control how long each message and file lives. Always.

Protect Against Business Email Compromise (BEC)
According to the FBI, BEC crimes accounted for $1.77 billion in losses in 2019

Wickr utilizes simple user verification, so no one can impersonate a coworker or mask their identity. 
Wickr verifies that you are who you say you are, and that who you are sending something to is also who 
they say they are. You will also be alerted if someone is “Out of Network” to ensure that you are only 
sharing valuable information with the appropriate parties.

Simplify and Secure Your Organization’s Communication
Productivity increases by 20 to 25% in organizations where employees are connected

Many organizations use multiple platforms to handle email, teleconferencing, messaging, file sharing, 
location sharing, and more. Wickr can not only handle all of these functions in a single application, it 
can do so with full end-to-end encryption.

Wickr Pro for small businesses and large teams 
needing greater control and security.

Wickr Enterprise is the only secure enterprise 
workspace with multiple deployment options, fine 
grain controls, policy and compliance solutions 
right out of the box.

Wickr RAM combines the best of Wickr Enterprise 
with DoD accreditation providing unmatched 
security in tactical and operational environments.

Video Voice Messaging Screenshare File Transfer Integrations



Communication without Compromise

Wickr is the only collaboration service with full functionality to meet all 
security criteria outlined by the National Security Agency

Source: NSA - "Selecting and Safely Using Collaboration Services for Telework - UPDATE" | November 2020 Rev 1.7

Y = Yes, N = No, N/A = Not Applicable
(1) Configurable, (2) Free Version - N, (3) No Published Details, (4) Partial

Get started at www.wickr.com



Thank you for downloading this Wickr whitepaper resource! Carahsoft is the distributor for 
Wickr Federal solutions available via GSA, SEWP, ITES, and other contract vehicles.  

To learn how to take the next step toward acquiring Wickr’s solutions, please check out the 
following resources and information: 

For additional resources: 
carah.io/carahsoftresources 

For additional Wickr solutions: 
carah.io/wickrresources 

To set up a meeting: 
wickr@carahsoft.com 
703-871-8548

For upcoming events: 
carah.io/wickrevents 

For additional AI and Machine Learning 
solutions:  
carah.io/AIMachineLearning 

To purchase, check out the contract 
vehicles available for procurement:  
carah.io/procurement 

For more information, contact Carahsoft or our reseller partners: 
wickr@carahsoft.com | (866)-421-4683  


