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HAVE IT YOUR WAY 
The following provides details around each edition:

1.	RSA SecurID Access Base Edition – for the organization that is looking to 

provide secure access to on-premises applications including VPN, terminal 

server and only wants to use RSA SecurID Hardware and Software tokens 

to authenticate.  With the Base Edition you can provide:

√√ Application protection – Traditional on-premises, ex: VPN, Terminal 

Server, Windows log in and more. etc.

√√ Authentication methods – Hardware & Software tokens

√√ Deploy/Consume – On-premises only.  Perpetual or subscription licensing

2.	RSA SecurID Access Enterprise Edition – for the organization that is 

looking to provide secure access to on-premises applications including VPN 

and also Cloud and SaaS applications.  Also looking for next generation 

authentication methods besides RSA SecurID Hardware and Software 

tokens to authenticate.  With the Enterprise Edition you can provide: 

√√ 	Application protection – Traditional on-premises + Cloud/SaaS 
applications + Single Sign-On (SSO)

√√ Authentication methods – Hardware & Software tokens + mobile 
optimized MFA options (Now available: Mobile optimized MFA including 

Push Notification, Biometrics (fingerprint, eyeprint) and OTP can be used 

to authenticate against on-premises resources)

√√ Deploy/Consume – On premises and cloud (hybrid).  Perpetual or 

subscription licensing

3.	RSA SecurID Access Premium Edition – for the organization that is looking 

to provide secure access to on-premises resources and in the cloud and also 

do it based on context-aware and risk-based analytics.  With the Premium 

Edition you can offer:

√√ Application protection – Traditional on-premises + Cloud/SaaS  

applications + SSO

√√ Authentication methods – Hardware & Software tokens + mobile  

optimized MFA options + Risk-based, content-aware analytics (Now 

available: Identity Assurance can be delivered as a service exclusively 

through the cloud.

√√ Deploy/Consume – On-premises and cloud (hybrid) and cloud only.  

Subscription licensing only 

Learn which edition is right for you here with the RSA SecurID Access Product Selector.

RSA SecurID® Access can now be 
purchased through any of three  
package offerings:

1.	 RSA SecurID Access Base Edition

2.	 RSA SecurID Access Enterprise Edition

3.	 RSA SecurID Access Premium Edition

RSA SecurID Access can be conveniently 
purchased as a subscription or perpetual 
license, based on what an organization 
needs to protect, how they want to 
protect it, and how they want to deploy 
the solution. The RSA SecurID offerings 
are available now.

RSA SecurID Access customers can select 
their authenticators from a wide range 
of options including mobile multi-factor 
authentication options including push 
notification, biometrics, FIDO, one time 
password (OTP), software tokens and 
hardware tokens.

Base Enterprise Premium

Traditional 
two-factor  
authentication

√ √ √

Multi-factor  
authentication √ √
Identity Risk  
Analytics √
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