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Overview

Passwords represent the greatest security risk to businesses today. With Keeper, your employees have on-demand
access to encrypted passwords, websites and applications, increasing their productivity while protecting them with
best-in-class security. This document covers the most common use cases of the Keeper Enterprise product.

End-User Vault

Every user is provided a secure and private vault. Keeper works on all device types, platforms and operating systems
to allow users to:

* Create and manage strong passwords across all device types.
» Securely store files and other secret information.
» Autofill passwords across web browsers, apps and mobile devices.

e Share confidential information between users and teams.

© 2019 Keeper Security, Inc. 3
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1. Deploy a Zero-Knowledge Vault to Employees

Keeper is a Zero-Knowledge vault that is protected with multiple layers of encryption. Each user’s vault is
protected by a Master Password which is used to encrypt and decrypt data on the local device. Two-Factor
Authentication protects cloud access.

Security Note 1: The Master Password is used to derive an encryption key using PBKDF2, which is used to encrypt
and decrypt the vault.

Security Note 2: Each password and file stored in the vault is protected with a separate strong 256-bit AES key.

Security Note 3: Users who login with Keeper SSO Connect integration don’t require a master password, as the
encryption keys are managed by the Enterprise. Biometrics (Face ID, Touch ID, Windows Hello, etc.) can be
permitted as a convenience factor.

Web Vault / Desktop App for Mac, Windows iOS Touch ID Login

@® «eePER Q Search i SecureAddOns (@) mister@acmecorp.com +

Name ~ All Records ~ W=
8 vy vaun
8 My vaut

> B8 Bank Accounts
B identity & Payments
> IB Credit Cards

Q Ssecurity Audit N
v BreachWatch > B8 Entertainment
B Deleted ltems. > @@ Finance

> [ Marketing

> B8 Social Media
> [@ Team Docs

> B Tavel Touch ID for “Keeper”

B Amazon

Sign In as test@keepersecurity.com

Cancel

Windows 10 with Windows Hello Biometric Login

Create Account

~>
@

Windows Hello Login

Use Enterprise SSO Login
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2. Generate Strong Passwords

Creating unique and strong randomly generated passwords for each website and service is critical to protecting
against a data breach, password stuffing and password spraying attacks. Keeper’s password generator and
auditing capabilities ensure compliance company-wide.

Web Vault Password Generator Browser Extension — New Record Creation

Title

A 5 %

mezen | Sign in

Login Email (phone for mobile accounts)

billing@acmecorp.com ’ billing@acme.corp e
Password Pasf @ KEEPER \/ X

<>
Q I n’ a www.amazon.com
Character Length: 16 :tle el
PS mazon Sign In

A-Z 0-9 Sym Login
billing@acme.corp

Password

Character Length: 12

A-Z 0-9 Sym
Website Address
https://www.amazon.com/ap/signi
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3. Generate Strong Passwords

Keeper protects passwords and private information on all devices and operating systems. Deployment options
are available through the Keeper Security website and every popular App Store. SCCM deployments and virtual
environments (e.q. Citrix) are fully supported.

Keeper® Desktop App: Fully-featured desktop application for fast and secure access to your Keeper vault.

< == s)

Mac Windows Linux

KeeperFill®: A browser extension that lets you autofill your login credentials in your favorite websites.

€ é e o,

Chrome Firefox Safari IE Edge Opera

Keeper® Mobile App: Fully-featured mobile application for fast and secure access to your Keeper vault.

- & 1|
S L N
i0S Android Windows

Store
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4. Generate Strong Passwords

KeeperFill for web browsers provides a powerful and easy-to-use autofill feature. Various paths and scenarios
are covered by the browser extensions, including the following:

Filling a login and password
» Selecting from multiple passwords on the same website

» Automatically filling a password (optional)

Prompting to fill or manual click to fill

* Saving new passwords to the vault as you type

The ability to customize the behavior of the browser extension is covered in the Settings screen of the extension.

Browser Extension — Autofill Prompt Browser Extension — Multiple Account Fill Browser Extension — Options
) . . o

Log in to ADP Sign in r ®
USERID * Email (phone for mobile accounts) G% KEEPER O\
| | e

Pass\ © Display Locks
passworn (B KEEPER X ~ (B keEEPER D4
| 8 Vault
® my.adp.com ] (=] Q

R Settings

. . PASSWORDS
Would you like to save this password?

@ User Guide

a www.amazon.com

No Thanks Yes

¥ Amazon Sign In (2)
dad7849@gmail.com

[ Don't show again.

O Logout of Keeper

v Show More
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5. Change Passwords and Increase Security with Keeperfill

Keeper automatically detects password change forms on websites and can rotate your password to a strong
auto-generated password with a single click. By using Keeper’s Security Audit screen, you can identity which

accounts require an update. On the “Change Password” screen of the website, Keeper will automatically prompt
you to update your password.

ceo h g d
B ®KEEPER  Q seacn @ mister@acmecorp.com ~ c ange paSSWOI’
e Security Audit Name + Password Strength ~ Last Change ~ Use the form below to change the password for you
a — 2 days ago Current password:
=] — 4 days ago 9
90
o Bdays 500 ® «eePeR
Strong ><
9 1 week ago
i oA [ 100 ] a www.amazon.com

BMO Harris Bank
B 3 3 weeks ago
O Reused 6 digitalbobby@gmail.com ¥ Amazon Sign In (2)

B c"wmank 2 months ago dad7849@gmail.com

Q@ Weak 4

Would you like Keeper to help you change

3 months ago your password?

7 months ago No Thanks Yes

[y Door Access

digitalbobby@gmail.com

11 months ago [ Don't show again.

6. Autofill a Native Desktop Application with
KeeperfFill for Apps

KeeperFill for Apps using Microsoft

Keeper Desktop provides a unique and powerful native app form Remote Desktop on Mac 0S

fill capability using a simple keyboard hotkey. IT admins who are
accessing remote services can make use of this capability without

having to resort to “copy” and “paste”. By storing all passwords in @® «eePER

the vault and using KeeperfFill for Apps, you can be assured that

your application passwords are not stored anywhere in plaintext. Q

KeeperFill for Apps works across Mac and PC platforms with Atlassian A
popular native applications such as: Username

. GommandOrControl+Shift+2
admin+newaccount@acme...

* Skype, Slack, Evernote and other productivity apps Password

0000000000000 CommandOrControl+Shift+3
» Custom and/or proprietary applications

Facebook >
* Remote Desktop, VNC, Terminal and other command-line
utilities

KeeperFill for Apps is available in the “Settings” screen inside
Keeper Desktop.
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7. Stay Organized and Efficient with Keeper’s Advanced User Interface Features

All Records v m =
ﬂ My Vault
I\ s
bnb amazon
v B8 USA Branch Sl
AirBnb Amazon
v [ Califonia
> San Fransisco 1
- facebook Google
Facebook Google
> I Los Angeles !
Sub-folders: Sub-folders (or folders within folders) Grid view layout: Grid view allows you to view your records
provide greater control and organization over your in a graphical, tile format which displays beautiful, curated
private Keeper records and files. They increase logos for popular websites. To enter Grid view, simply click
organization across teams and accounts types. on the grid icon.
Record History Version
Last Modified
Jan 3, 2019 at 5:10 PM CDT V5 Create shortcut to
Last Modified
My Vault -
Jan 1, 2019 at 5:10 PM CDT V.4
Last Modified
Cancel Create Shortcut
Dec 31, 2018 at 3:10 PM CDT V.3
Last Modified
Dec 31,2018 at 2:03 PM CDT V.2
Record History: Every change made to a record Creating Shortcuts: A record can exist outside of a folder,
creates a backup version that can be viewed and inside a folder or inside a shared folder. A record can also
restored at any time. Deleted records can also be linked into multiple folders or shared folders. A linked
be recovered. There is no limit to the number of record is also referred to as a “shortcut”.

versions stored.
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8. Protecting Confidential Files, 9. Protect Secure Certificates and
Photos and Videos SSH Keys

Keeper protects confidential files with 256-bit The growing threat of trust-based attacks is
AES encryption using record-level keys, just opening security risks for IT organizations
like our password encryption technology. who rely heavily on access to critical systems
You can drag-and-drop files into your vault or via digital certificates and keys. Keeper
take pictures & videos directly from your mobile protects certificates and keys with 256-bit
devices. AES zero-knowledge encryption. Examples
of the types of certificates that can be stored
Examples of files that might be stored in the include:
vault include:
» SSL Certificates
» Customer information
* SSH Keys

Financial & Banking Documents

RSA Key Pairs

e Tax Returns
X ! ¢ Code Signing Certificates

Medical photos and videos

L]

API Keys

Example of Financial Documents Stored in the Vault Example of a Private RSA Key Inside the Vault

Title

2019 Mortgage Financial Refinance Docs PEM Key demo.com

Password

Files or Photos

‘PDF Documentation-2-11-2019.pdf 3
34.4 KB = PEM
----- BEGIN RSA PRIVATE KEY-----
MIIEowIBAAKCAQEANG+owwKOMIb2Vol/zWbd20GX/P6JrBMNzHgz7 8RQj900gjdDrOSVD1WL7ECo
\XLS Spreadsheet-2019-Expenses-032018.html 3 TVCzyPLhkmIfHRth/tbvn23viMYvJ B/NZgXzplwiNrLIgtxusRs8LDELTORX3Yy60S8ZIKc GURSX
") 344k = 6pT1gH30NVSLLYROfNBOFZVy300MolrmB5aTrMYvWVKStMaWOenF+Qz6w33JxN7dUtLelVVQ8Kq

PoatcMOOQVUv+bh0ys27KIpWUPyecMbibiVp7Fit/gRaslliatOSes2NasEBAhE2sX4VaQDsSEOpPG
zqKZJxT8084dQ11M4ILSFJ3TC/QgPYS5FxKmJT+g91 A2 TwsktxGtwIDAQABACIBAHZXTBIrqL/+
assets.zip HNewk9aUPAOKMWSCAgXTISRIKAZIMSpWIC62rzgtlkng)SyorOBjaTrJFZjaOUC3WebAhCW+eULT
3 132 GE yLeuJdkI7+bIN+BAn82JKNEj8DQZ3/KNbg/QEJPIF/XI06SIVOnma6ZzZHxIF2L3D/bQJgreMOq
Q7GVFom7QQVXUJFYHDVBV50QDggJRArHZOHWMoEXaRqcld9wciB0m3wESchbpJbg5xFCHSIq8NAT
VY3LR4JIIRT/NJ+vJRWz3eJ/ojsNRcaWaMvJJHPFS5bmBnbVwe7KTknOr3awW4PSMNhyqqdJE+2jkw
pIUBZagx5n0wxZT 18ySfaviwgMKCgYEABYBHGA/N4KS 1dfKhBlaVELSKIKUGOGVKXEQ3hke XUF/N
RR+1zZAJSMks8MCPLX7sgTZaQVNZTNrsZkD51bZBPKJCIQIMFYXxMKIJmghY GmW4UmMK9d0DzRAIDEJ
REOJdZLggNXIDVWIEQmOYXDINCTeulJJ+rz2iGaMEhwaiMuJnmsGg YEAKTtn04WWa3AgXd7UnCG8
8ynenFBERPExvQyAvPciSc8B75Uq4 TSyvOXuknbqCILQ5Rugd+zk2nll+SGolaw/1gZ7LocGDxOG)
SIVKLI41bnW1sVyAY8ZeagXIIZid3KI72FhPko5a5F121u52gOMXXUt 2fEjd+xvSsgYF/Kma8+UC
gYEA4RK3tutbecwPW+n7TCTANCE4TrINOGax/4IviNE/p/cWOmQaTzAQa/ 1 nJ8oFAIJhAPTISUMEQ0
SINSN8TZ+vELKhTIKW+HOsCCXoW24LWspDWmwSYZAFNQVASCuabfBXxvisQUD+ZFhCPn8mOPIG
NUsM8MVZXMI4E+ZvOINSDX0CaYBYerfaasfOkus6D3baTrv+62i6alACDINtSRIBEVMUHShYBoxhy

L]
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10. Share a Password With a Colleague or Team

Keeper uses RSA encryption to share passwords and files. You can share passwords or files directly with
another Keeper user or with a team. Behind the scenes, information is encrypted with the recipient’s public key
and decrypted with their private key.

Permissions can be assigned to individual users, or teams of users.

Individual Record Sharing Permissions Sharing a Folder With a Team
Name User Permissions Records Users
New Shared Folder
2 dad345@gmail.com Can Edit & Share
iy Vit . Owner Q
0O X adam@: X Can M Record:
8 My vaut 2 adam@acmecorp.com an Manage Records v Teams
Options O & brian@acmecorp.com Can Manage Users v @ -
Billing
+/ Bank Accounts > O A& danny@acmecorp.com Can Manage Users v
- Y P o O d Customer Support
B Credit Cards O X elliot@acmecorp.com No User Permissions  ~ ;
O d Design
B Email
Engineers

Cancel Choose

View, edit and share permission sets can be applied to individual users. Shared folder permissions can provide
control over the management of the folder, users and records.

Teams are created and managed in the Keeper Admin Console. Teams can also be provisioned automatically
using our Active Directory Bridge software, SCIM protocols or the Keeper Commander SDK.

11. Separate Business and Personal Info

Since Keeper Enterprise provides a mechanism for Administrators to suspend and transfer end-user vaults,
Keeper Security recommends that end-users keep business and personal vaults separate. This can be done
easily using Keeper’s Account Switching features. Every platform supports the ability to easily switch between
business and personal vaults.

Switching Accounts on the Web Vault / Desktop App Switching Accounts on Mobile Devices

I

(® <eePER g

mister@acmecorp.com
) = p Switch Account
Edit Personal Info

© dad7849@gmail.com
mom6849@gmail.com l

@ joseph@gmail.com

+  Add Account 9

© 2019 Keeper Security, Inc. 1
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12. Log In with Existing Identity Providers

Through the use of Keeper SSO Connect technology, end-users can seamlessly log in to their Keeper vault with
any existing SAML 2.0 compatible identity provider such as Okta, Centrify, Microsoft AD FS / Azure, G-Suite,
JumpCloudand F5 BIG-IP APN.

Once this capability is activated by the Keeper Administrator, logging in is seamless across all device types
and platforms.

Alternatively, users can first log in to identity the provider and then launch their Keeper Vault.

User Signs Into Keeper With Enterprise SSO Login Okta End-User Login Flow
d% KEEPER Enterprise SSO Login I _
Enterprise Domain
Work

acme-connection

The Enterprise Domain is provided by your

Keeper administrator. :
(® <eEEPER

Cancel Connect

Administration and Onboarding

Keeper Enterprise provides a web-based Admin Console application. The Admin Console allows administrators to:

* Onboard and offboard users

* Apply role-based enforcement policies

* Manage two-factor authentication

* Monitor the security score of the organization

* Customize end-user experience

© 2019 Keeper Security, Inc. 12
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13. Monitor the Security Score of the Company

The overall security score can be monitored by delegated Keeper administrators to ensure compliance with
password policies. Detailed reports identify users who need to take corrective action. The record password
strength, master password strength and two-factor authentication usage is monitored.

Security Audit Overview of Key Metrics

Admin

Security Audit

8 o B £

94"

Recent Activity
Subscriptions

Configuration
Record Password Strength [}

-
Strong
80%
Medium
® Weak

Security Audit Score

This is your organization's overall security audit score based on the factors below.
Please notify users for any scores that fall below your acceptable internal control policies.

View Detailed Report

Unique Record Passwords [} Master Password Strength [} Two-Factor Authentication [}
- /'
98 s Unique 76 5 Strong 50 o On
® Reused Medium ® Off
® Weak

Security Audit Report Details

Record Password Strength

Q search U

User

Ethan King
Brandon Fuller
Sara Graham
Linda Bishop

Linda Wheeler

¥ Export

Weak Medium Strong

333 102 221
707 707 177
755 587 221
232 103 177
655 29 221

© 2019 Keeper Security, Inc. 13
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14. Manage and Onboard Users

Keeper Admin Console provides several solutions to onboard users based on the size of the organization.
Users can be provisioned through one of the following methods:

* Active Directory or LDAP sync via AD Bridge e CSV File upload

Single Sign-On (SAML 2.0) * Manual entry via the web interface

SCIM and Azure AD * Command Line Provisioning via

Keeper Commander SDK

Email Auto-Provisioning

Different organization units (nodes) can be provisioned in different ways. For example, end-users within one
organizational unit can onboard via Active Directory and another group of users can be provisioned with an
identity platform like Microsoft Azure or Okta.

User-Provisioning

Add Provisioning Method

Active Directory or LDAP
sync via AD Bridge

@® «eePER

LDAP and Active Directory Interface

Connections LDAP / AD Options
Node LDAP Connection
Acme Corp - Domain Name LDAP Port
keepersecurityocal 636 ¥ ssL
User Name Password
Active Directory or LDAP Sync cdurey  eeesssssecsssss
Provision user accounts through Active Directory or LDAP-based directory services. Keeper
" " : Test Connection
Bridge™ software automatically onboard users, assign users to roles and teams.
Keeper Bridge
Single Sign-On (SAML 2.0)
. . . § Users Registration
Provision and authenticate users into their Keeper vault using any SAML 2.0 compatible P .
- . urey Test, Inc.
Identity Provider. Keeper SSO Connect™ is an on-premise or cloud based service that 10 Am”ey Directory
seamlessly authenticates users into their Keeper vault and dynamically provisions accounts. -
Admin Login Register

SCIM and Azure AD
Automatically provision users from your Azure Active Directory (AD) account by establishing a
SCIM connection.

Connection Status
Keeper Service

Directory Services

Email Auto-Provisioning Keeper Cloud Online.
Automatically provision users based on your organization's domain name. Admin Login Login Required
. T Reset Publish
© Command Line Provisioning
Automatically provision users on the command line with Keeper Commander SDK™, our API
toolkit. 53
Add User
Next Node
Acme Corp -
Full Name
Email Address
Import Users

Quickly import multiple users via CSV format.

Drag and Drop CSV File
or Choose CSV/

© 2019 Keeper Security, Inc. 14
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15. Enforce Role-based Permissions

Keeper’s role-based enforcement policies provide organizations with the most flexibility to customize their
solution to meet the needs of internal controls. This includes:

* Onboard and offboard users
» Apply role-based enforcement policies

* Manage two-factor authentication

Monitor the security score of the organization

* Customize end-user experience

Administrative permissions are also applied at the role level. Any role with administrative permission can log
in to the Keeper Admin Console and perform specific job functions.

Role-based Permissions are Fully Customizable Admin Permissions Settings
= Q Filter cme Corp > Roles C sync
Permissions
@ Admin . . P o | - 5
| EBxmon ° oo > ) 2 -
S¢ ity Audit .
O socurty Au > California H Roles © Add Role
e
B Reporting & Alerts > Colorado H Role ™ Manage User
Keeper Administrator

W Sl 5 i : Keeper Administrator Manage Nodes

= Default Admin Role

> New York : Node

i Semiec Ons Emeloyee Acme Corp - Manage Licenses

v

Washington : i
£ Configuration Social Media Add role to new users created in this node and sub nodes

[J Manage Roles
£ Enforcement Settings g

[J Manage Teams
Users [+)

Gregory Ross €} [J Manage Bridge / SSO
Madison Riley
[J Run Reports

Nathan Sanders

........... [J Transfer Account

] Cascade Node Permissions

© 2019 Keeper Security, Inc. 15
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16. Transfer Vaults When Employees Leave

Retaining critical and confidential information is important when employees leave the organization, especially
users that are in some administrative or management capacity.

Through the use of Keeper’s secure “Account Transfer” feature, a user’s vault can be locked and then transferred
to another user within the organization. The process of account transfer remains fully zero-knowledge, and the
responsibility of performing the account transfers can be limited based on roles within the organization.

For example, only the Engineering Manager can transfer the vault of an Engineer. Or the Marketing Manager

can transfer the vault of the Marketing Coordinator.

Keeper’s security model is based on the least privileged access model. Administration of groups can be
delegated and restricted based on job function or any other criteria.

Enabling Account Transfer From the Role Enforcements Screen Transferring a User’s Vault
X X
Enforcement Settings User Details
Arlene Carpenter .
Login Settings dransferAccount acarpenter@acmecorp.com pesficles
Two-Factor Authentication Enable Account Transfer Status © Active
Platform Restriction Accounts can only be transferred after the user accepts the transfer account

<

: A C
agreement upon Vault login. cme Corp

Sharing & Uploading

Eligible role which can perform the account transfer Rol
Account Settings 9 P oles [+
User v .
Transfer Account Admin @
Email Invites Supervisor e)
B Vinne ~

Advanced Settings

3
0
3
@
©

Account Transfers are a one-directional action. The source account is deleted and the vault records are
transferred to another user account.

Success X

John Testering has been deleted. Records and Folders were transferred to Scott McClain.

© 2019 Keeper Security, Inc. 16
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17. Audit Event Logs and Perform Forensic Analysis

Recent Activity

Keeper’s “Recent Activity” section provides event logging and forensic analysis capabilities to comply with
corporate governance and audit requirements. Events are tracked throughout the system while maintaining
zero-knowledge. Only privileged users with sharing or ownership rights to decrypt individual vault records are
capable of viewing the stored vault information.

Recent Activity Report

< Reporting ° Add Custom Report

) Admin Report Name

Recent Activity Cancel
e Security Audit

-_T,—: Filters Reports are limited to the last 1,000 events.
E Reporting & Alerts

-'. Users (2) - n Event Types (4) . = Attributes (4) . Il Display (7) A

‘W Subscriptions

E Last 30 Days (10/10/2018 - 11/10/2( < Security Events

iif  Secure Add Ons
Q, se: Al None
c Refresh ¥ Export

a Configuration

Failed Console Login a
Date = User = Category = Activity *

1 Failed 2FA Console Login

11/10/2018, ; ;
09:08:12 PM Hulda McCoy EraBIE TG SRS AE Security Security key has been added

] Disabled Two-Factor Auth
1UA02008, James Nelson Security User set 2FA method XXX ON
09:08:12 PM Added Security Key
11/10/2018, Noel Castl 1 Deleted Security Key s i User failed first factor login to Admin
09:08:12 PM Galads - i Console

Locked User

11/10/2018, Enabled User ;
09:08:12 PM Jonathan Tran Security User set 2FA method XXX ON
11/09/2018, . : .
09:08:12 PM John Fern Sacramento, CA, US iPhone M4 Security User XXX was locked by admin XXX
11/09/2018, ; . . .
09:08:12 PM Bobby McGee Sacramento, CA, US iPhone 11.1 Security Security key has been removed
11/08/2018, N . . ) User failed first factor login to Admin
Y Justin Ohiyus Cleveland, OH, US iPhone 114 Security E T at

© 2019 Keeper Security, Inc. 17
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Advanced Reporting & Alerts Module

Keeper’s Advanced Reporting & Alerts Module (ARA Module) provides event logging and log event tracking for
over 75 event types, the ability to send event based alerts and the capability to log events to an external system.

Create customized reports by specifying what criteria to filter and present in each column. Reports can now be
filtered and saved based on Event types (Policy Changes, Sharing, Logins, etc), Users, and Attributes (Nodes,
Devices, Location, etc).

ARA Module integrates with 3rd party Security Information and Event Management (SIEM) tools for external
logqging. Integrations include the following:

* Onboard and offboard users

» Apply role-based enforcement policies

* Manage two-factor authentication

* Monitor the security score of the organization

* Customize end-user experience

The ARA Module supports over 75 event types (e.q. Expired Master Password, Changed Master Password,
Shared Record, Disabled Two-Factor Authentication etc. ) that can be automatically pushed to popular SIEM

products such as Splunk, Sumo and QRadar.

Reporting

Reporting Alerts External Logging ° Add Custom Report

B3 Admin
11 Top Events View Timeline Chart
e Security Audit
Top Events: Last 30 Days (12/01/2018 - 12/01/2018)
Bl Reporting & Alerts Logged In 810
W Subscriptions @ Filled Record 604
Opened Record 561
i1 Secure Add Ons
Added Record 409
* Configuration Deleted Record 234
Report Date Range
B Recent Activity Last 30 Days AI
erts
E All Security Events Last 30 Days
E Weak Password Events Last 30 Days
Keeper Security Alert Notification:
B SOC2 Security Policies Custom Date Range (01/01/2018 - 01/01/201¢ Adm|n PO“Cy Change
Event: User

rob-admin7849@gmail.com

changed enforcement
REQUIRE_ACCOUNT_FOLDER to OFF
for role 47377784242320

Occurred: 3/11/2019, 7:54:34 PM UTC

© 2019 Keeper Security, Inc. 18
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18. Protect against Account Takeover with BreachWatch® Dark Web Monitoring

Keeper’s “Recent Activity” section provides event logging and forensic analysis capabilities to comply with
corporate governance and audit requirements. Events are tracked throughout the system while maintaining
zero-knowledge. Only privileged users with sharing or ownership rights to decrypt individual vault records are
capable of viewing the stored vault information.

BreachWatch®

@ BreachWatch View Report

79

Records at Risk

Passwords Scanned 394
Passed 297
Ignored 18

© 2019 Keeper Security, Inc. 19



