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Thank you for downloading this Hack The Box pdf. Carahsoft is the distributor for Hack
The Box Cybersecurity solutions available via NASA SEWP V, ITES-SW2 and other contract
vehicles.

To learn how to take the next step toward acquiring Hack the Box’s solutions, please
check out the following resources and information:

For additional resources: For upcoming events:
carah.io/HackTheBoxResources carah.io/HackTheBoxEvents

For additional Hack The Box For additional Cybersecurity solutions:
solutions: carah.io/cybersecurity

carah.io/HackTheBoxSolutions

To set up a meeting: To purchase, check out the contract

HackTheBox@carahsoft.com vehicles available for procurement:
844-445-5688 carah.io/HackTheBoxContracts

For more information, contact Carahsoft or our reseller partners:

HackTheBox@carahsoft.com | 844-445-5688



https://carah.io/hacktheboxresources
https://carah.io/hacktheboxsolutions
mailto:SentinelOne@carahsoft.com
https://carah.io/hacktheboxevents
https://carah.io/cybersecurity
https://carah.io/hacktheboxcontracts
mailto:HackTheBox@carahsoft.com
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Develop structured and
scalable training plans

Hack The Box offers a structured, modular approach to cybersecurity training. Our
comprehensive 52-week job role development plans provide a long-term training roadmap,
while our modular content also supports more concise skills-building paths tailored to
specific concepts or competencies. Using this approach, organizations can easily scale

training to meet both extended career development goals and immediate skills needs.
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